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3ACTOCYBAHHS CYYACHHUX IHQOPMAIJIFIHI/IX
TEXHOJIOI'IX ¥ 3ABE3IIEYEHHI MOPCBKOI BE3IIEKH
TA IPABOBOMY AHAUJII3I

VY cTaTTi AOCHIAKYEThCS 3aCTOCYBAHHS CYYacHUX iH(GOpPMAmiMHHX TEXHO-
JIOTiH A 3a0e3rnedeHHs MOPChKOi Oe3MeKHu Ta MPOBEIEHHs MPaBOBOTO aHaIi3y.
CydacHa MOpCbhKa rainy3b MepeXuBae iHTEHCUBHY HU(PPOBY TpaHC(hOpMalliro, 110
BKJIIOYA€E MIMPOKE BIPOBa/pKEHHs 1Ty4yHoro iHTenekry (LI), [urepuery peueit
(IoT) Ta anani3y Benukux nanux (big data) y CyAHOBHX, IOPTOBHX Ta JOTICTUYHUX
CUCTEeMax, BiJl SIKUX 3a1eKuTh oHan 90% ceitoBoi Toprismi. [lokazano, mo Taka
nudposizaiis MiABUILYE BPa3IUBICTh KPUTHIHOI MOPCHKOI IHQPACTPYKTYpH 10
Kibep3arpo3, takux sik Advanced Persistent Threats (APTs), GPS-cnydinr, ataku
Ha oIepalliiiHi TeXHOJOTI{ Ta XaKTHUBI3M, IO MOXE MPU3BOJIUTH 0 TOPYIICHHS
0e3IeKH CYIHOTUIABCTBA, CKOHOMIYHHMX 30MTKIB, €KOJIOTIYHHX KaTacTpod Ta ropH-
JUYHUX CIIOPIB.

[IpoanamizoBaHo MIKHAPOAHI Ta HAI[iOHAIBHI TIPaBOBI pPaMKH, BKJIIOYHO
3 UNCLOS, pexomenaatisimu IMO, USCG Final Rule ta IACS E26/E27, sxi gacr-
KOBO 3a0e3MeuyroTh CTaHAapTH3allilo KibepOesneku, ane 4acTo HOCATh PEKOMEH-
JaliMHUN XapakTep 1 BiACTAIOTh BiJ IIBUAKOTO PO3BUTKY TEXHOJIOTiH. BusBieHo
MPOTAIMHY Y MUTAHHSIX FOPUCIHKII, aTpUOyIil BIAMOBINATEHOCTI Ta TPUMYCOBOTO
BHKOHAHHS HOPM Y pa3i KiOepiHIIM/ICHTIB Ha MOPI.

Po3niIsiHYTO TEXHOJOTIUHI PIMICHHS JJIS ITiIBUIIEHHS KiOepCTIHKOCTI MOPCHKOT
1H(GPACTPYKTYPH: CHCTEMH MOHITOPUHTY Ta BHSBICHHs aHOMaJii Ha 0a3i [oT 1 111,
BUKOpUCTaHHA T10punHuX anroputMiB AE—CNN-LSTM mis paHHBOTO BUSBICHHS
3arpo3, aHalli3 BeIUKUX JIAHUX JUIS OIIIHKH BPa3JIUBOCTEH KPUTHYHKX EJIEMEHTIB 1H}-
pacTpyKTypH, a TakoX 1HTerparlisi KoHIennii cyber resilience ta cyber-worthiness
y crangaptu ISM rta ISPS.

VY BUCHOBKax MiAKPECICHO, 10 KOMIUIEKCHE MOE€JHAHHS Cy4acHHX iH(opMa-
LIAHUX TEXHOJOTIH 13 YJOCKOHAJIICHMMHU Ta TapMOHI30BAHUMH IPAaBOBUMH paM-
KaMu 3a0e3neuye e(eKTUBHUI 3aXHCT MOPCHKOI iH(ppacTpyKTypH. PekoMeH10BaHO
PO3BUTOK II00AIbHUX PEECTPIB KiOEpIHIMIEHTIB, 0araToCTOPOHHIX NPOTOKOJIIB,
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IHTETPaIlif0 ABTOHOMHHUX CHCTEM Ta I IBUIIICHHS 0013HAHOCTI SKIMaxiB 1 OIiepaTopiB
opTOoBOi IHQPACTPYKTYPH MO0 KiOSPPHU3HKIB.

Knwuosi cnosa: mopcvra Oesnexa, Kibepbesneka, xibepbesnexka MOPCbKO2O
MPAHCNOPMY, CY4ACHI THGOpMAYIiHI MEXHONO2TE, WMYUHUI THMeNleKm, WMyYHUL
iHmenexm y mMopcuokii 6esneyi, Inmeprem peueil, ananiz eenuxux oanux, loT y mop-
CbKUX CUCTHEMAX.

Hrezina O. M., Foros H. V. The application of modern information
technologies in maritime security and legal analysis

The article investigates the application of modern information technologies for
ensuring maritime security and conducting legal analysis. The contemporary maritime
sector is undergoing intensive digital transformation, which includes the widespread
implementation of artificial intelligence (Al), the Internet of Things (IoT), and big
data analytics in vessel, port, and logistics systems, which account for over 90%
of global trade. It is shown that such digitalization increases the vulnerability of critical
maritime infrastructure to cyber threats, such as Advanced Persistent Threats (APTs),
GPS spoofing, attacks on operational technologies, and hacktivism, which can lead
to disruptions in maritime safety, economic losses, environmental disasters, and legal
disputes.

International and national legal frameworks, including UNCLOS, IMO guidelines,
the USCG Final Rule, and IACS E26/E27, have been analyzed. While these
frameworks partially standardize maritime cybersecurity, they are often advisory in
nature and lag behind the rapid development of technology. Gaps were identified
in jurisdiction, attribution of responsibility, and enforcement in the case of cyber
incidents at sea.

Technological solutions for enhancing the cyber resilience of maritime
infrastructure are considered, including anomaly monitoring and detection systems
based on IoT and Al, the use of hybrid AE-CNN-LSTM algorithms for early threat
detection, big data analytics for assessing vulnerabilities of critical infrastructure
elements, and the integration of cyber resilience and cyber-worthiness concepts into
ISM and ISPS standards.

The conclusion emphasizes that the comprehensive combination of modern
information technologies with improved and harmonized legal frameworks
ensures effective protection of maritime infrastructure. Recommendations include
the development of global cyber incident registries, multilateral protocols, integration
of autonomous systems, and increasing awareness among crews and port operators
regarding cyber risks.

Key words: maritime security, cybersecurity, maritime transport cybersecurity,
modern information technologies, artificial intelligence, artificial intelligence in
maritime security, Internet of Things, big data analytics, loT in maritime systems.

IMocTanoBka npo6aemu. CydacHa MOpPChKa Tally3b 3a3Ha€ CTpiMKoi mudpoBoi TpaHchop-
Marlii, o CyNPOBOIKYETHCS ITUPOKUM YIPOBAIKCHHSAM IITYYHOTO HTEIEKTY, IHTCPHETY peuci
Ta TEXHOJIOT1H aHaJi3y BEIUKHUX JAAHUX Y CYAHOBI, OPTOBI i JIOTICTUYHI CHCTEMH, BiJl SIKUX 3aJIe-
*uTh oHax 90% cBiToBoi Toprieii. Taka udpoBizallis iCTOTHO MiABUINY€E BPa3IUBICTh KPUTHY-
HO1 MOpCHKOT iH(pacTpyKTypH 10 Kibep3arpos, 3okpema Advanced Persistent Threats, GPS-cmy-
(biHTy, aTak Ha onepariiiHi TEXHOJOT] Ta XaKTHBI3MY, HACTIIKAMU SIKUX MOXYTb OyTH IOPYIICHHS
0e3MeKy CyIHOIIaBCTBA, 3HAYHI eKOHOMI4HI 30MTKH, €KOJIOT14HI KaTacTpo(H Ta IOPUAUYHI CIIOPH.
Boanouac yMHHI MiXXKHapoIHO-IPpaBOBi MexaHi3Mu, Hacammnepen Konsenuis OOH 3 mopcbkoro
npaBa, He aJanToBaHi 0 crenuiku KibepIpoCcTopy, MO 3yMOBIIOE IIPOTATMHA Y TUTAHHSIX I0PUC-
JIKIT, arpuOyIlii BiMOBIAIBHOCTI Ta MPUMYCOBOTO BUKOHAHHS HOPM Y pa3i KiOCpIHIIUICHTIB
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Y MOPCBKOMY cepeoBHINi. @parMeHTapHICTh PETYISTOPHUX ITiIXOIB, IEPEBAKHO PEKOMEH TaIlii-
HUH XapakTep MIXXHAPOJAHUX CTAHIIAPTIB, HEPIBHOMIPHICTH 1X YIPOBA/KCHHS HA HAIlIOHAILHOMY
PiBHI Ta BUIEPEHKATBLHUA PO3BUTOK TEXHOJIOT1M MOPIBHSIHO 3 MPABOBUM PETYIIOBAHHIM 00yMOB-
JIFOIOTH HEOOX1HICTh KOMIUIEKCHOTO TIOETHAHHS CYyYaCHHUX iH(OPMAIIHUX TEXHOIOTIH 13 yI0CKO-
HAJICHUMHU Ta TapMOHI30BaHMMHU IPAaBOBUMH paMKaMH 3 METOIO IMiJABMIICHHS KiOepcTifkocTi Ta
3arajJbHOTO PiBHS MOPCHKOT O€3MEKH.

Merta gociigmxeHnsi. METOIO CTaTTi € KOMIJIEKCHUN aHai3 3aCTOCYBaHHA Cy4acHHUX iH(op-
ManiiHux TexHosorii, Takux sk 11, IoT ta big data, y 3a0e3neuenHi Mopchkoi Oe3mneku Ta Kidep-
0e3IeKy, a TaKOK MPABOBHI aHAJII3 ICHYIOUUX MKHAPOJHHX 1 HALIOHAIBHIX PETYISTOPHUX PAMOK
3 TIPOTIO3UIISIMHU MO0 X YAOCKOHAJICHHSI.

AHaji3 ocranHix my6aikanii. [lyOmikamii 3a nepiog 2022-2025 pokiB CBig4aTh PO
3pOCTaHHS IHTEPIUCIUIUTIHAPHOTO 1HTEpPEeCY MO0 MOpPChKOi KibepOesneku, 3 aKIeHTOM Ha TeX-
HOJIOTIYHI 1HHOBamii Ta TpaBoBi BUKIMKH. Jin Y. et al. (2025) aHamizyrOTh NPaBOBi MPOTATHHH
B UNCLOS mozno Mopchkux Kibepormepalliii Ta IpoIoHyI0Th 0araToCTOpOHHIN MiAXix 3 HOTeH-
uiitaum mpotoxonoM [4]. Melnyk O. et al. (2025) po3msagaoTs MiKHAPOIHI PEryISITOPHI paMKH
Ki0epOe3neKn MOPCHKOT0 TPAHCIIOPTY, IPOIIOHYIOYH CTBOPEHHS ITI00ATIBHOTO PEECTPy iHINACHTIB
Ha ocHOBI aHamizy 112 BumaakiB 3 Maritime Cyber Attack Database (MCAD) [5]. ¥ pobGotax
2025 poKy aKIIEHTY€ThCsSI yBara Ha HOBUX 000B’sa3koBuX BuMorax CIIIA, takux sk Final Rule
USCG, 110 BcTaHOBIIOE 6a30Bi cTaHAapTH KibepOesneku 1 cyneH [6]. Jocmimxenns 3 LI B mop-
chKil KibepOesmeni (2025) cucTeMaTH3yTh 3aCTOCYBaHHS MAlTMHHOTO HABYAHHS JIJIsl BUSBICHHS
3arpo3, Bkimrodaroun riopuaai Moaeri AE-CNN-LSTM [7]. Asropu 3 2024 poKy BBOJISATH KOHIICTI-
IiF0 «KI0EPJI0CTOMHOCTI» SIK PO3MIMPEHHSI MOPEXIAHOCTI, IHTErpyroun Kibeppusuku B ISM ta ISPS
Codes [8]. [Tyomikarii DNV (2024/2025) ta IACS (2023-2024) dokycyroTbes Ha cyber resilience,
3 yHipikoBanumu Bumoramu E26/E27 mist HoBux cynen [9]. Pobotu 3 IoT ta I (2023-2025)
I AKPECIIOIOTH POJIb Y MOHITOPHHTY aHOMAJIiH, aje BKa3yloTh Ha Opak eMIipHYHUX TaHHUX Ta BiJ-
cTaBaHHS NMpaBoBUX iHCTpyMeHTIB [10, 11]. bidmiomerprunmii anamni3 (2025) LT0CTpy€E €BOTIONIO
(hoxycy BiJ 3arpo3 110 pillieHb, 3 3pocTaHHsAM myOmikanid Ha 15% mopiuno [12]. HocmimkeHHs
3 mepcreKTUBU MOpsIKiB (2025) po3kpuBarOTh C1a0Ki JJAHKU B MPAaKTUYHOMY BIPOBAKCHHI, Taki
SIK HM3bKa 00i3HaHicTh ekinmaxis [13]. 3aranbHa TeHIEHIs — MEpexia BiJ peKoMeHIaliil 1o
000B’A3KOBUX CTaHAAPTIB, aJie 3 MOBUILHUM II00AJIbHUM BIPOBAKEHHSM Ta HEOOX1IHICTIO 1HTe-
rparii 3 KpUTUIHOIO THPPACTPYKTYPOIO.

BukJiaa ocHoBHOTo martepiaiy. MopceKi KibepaTtaku J0Jal0Th HOBUH PIBEHb CKJIATHOCTI
JIO TPAJMIIHHUX 3arP0O3 HA MOPI, TAKKX SIK MIPAaTCTBO, HE3aKOHHA JiSTIbHICTh, MOPCHKUH TEPOPHU3M
Ta aBapii. [7100ambHUIl MOPCHKUIT CEKTOP CcTae Jenaii OuTbII IM(POBUM, aBTOMAaTH30BaHUM Ta
B32€MOTIOB’SI3aHUM, IO CYNPOBOIKYETHCS 3POCTAHHAM KUIbKOCTI Kibep3arpos. Tak, 3a ocraHHI
POKH KITBKICTB KibepaTak Ha OeperoBi MOpChKi CHCTEMH 301IbIIMIIACS B JIEB’ITh pa3iB. YKpaiHa K
MOTY>KHA MOPCHKa Aep>KaBa TAKOXK CTHKAETHCS 3 IIMMHU BUKJIIMKAMH Y IOBHOMY 00cs3i [2].

CyuacHa MOpCbKa rajry3b HepeKUBa€ IHTCHCUBHY LU(POBY TpaHC(OpMaLilo, 10 CYTTEBO
migBUILYye ii Bpa3nuBicTh 10 kibep3arpos. [Tonang 90% rmiobanbHOi TOPTiBIi 3MIHCHIOETHCS MOP-
CHKUM IIJISIXOM, a KpUTHYHA 1HPPACTPyKTypa, BKIIOYAIOYH MMiIBOIHI KOMYHIKaliiiHi ka0ei, aBTo-
HOMHI Cy[Ha Ta IIOPTOBI CUCTEMH, JeAai OUIbIIe 3aIeXKUTh Bif iHTepHETY peueii (IoT), mryunoro
inTenexty (I111) Ta anani3y Benukux aanux (big data). Kibepataku MOXYTh CIPHUMHATH 3yITHHKY
JIOTICTHKH, CKOHOMIYHI 30MTKH B MUIBSIPIH J0IapiB Ta (i3WYHI 3arpo3H, SK Y BUMAJIKAX 3 TOPY-
IICHHSM HaBiTaIlii Yd eKOJIOTIYHUMU KaracTpodamu [1]. MixkaapoaHe nipaBo, 30kpeMa KoHBeHIis
OOH 3 mopcrkoro npaBa (UNCLOS), He aganToBaHe /10 KiOepIpoCcTopy, IO CTBOPIOE MPOTATHHH
B IOpPHUCIUKIIIT. BiICyTHICTh €TMHUX IMIOOAIBHUX CTAHAPTIB, MOBLILHE BIPOBAKEHHS 000B’ SI3KO-
BUX BHMOT y KpaiHax, 0 PO3BUBAIOTHCS, Ta 3pOCTAHHs CKJIQIHOCTI 3arpo3, Takux sk Advanced
Persistent Threats (APTs) i XakTHBI3M, MOCHIIIOIOTH PU3HKH [3].

CyuacHi iH(opManiifHi TEeXHONOTii BiAIrpaloTh KIIOUOBY POJIb Y MOCUJIEHHI MOPCHKOL
6e3nexu. LLITyyHMii iHTENEKT 3aCTOCOBY€EThCS A aHami3zy AaHux AIS (Automatic Identification
System), BHSBICHHS aHOMANill Ta MPOTHO3YBAaHHS 3arpo3, Takux sk ciydinr GPS 4ym HezakoH-
HUH BWIOB pubH, 3 epekTuBHICTIO 10 95% y peamsHOMy 4aci [7]. IoT iHTerpyerbcst B 60pTOBI




ITIPABO I CYCIIIJIbCTBO Ne5/2025. T 2

CHUCTEMH Ta IMOPTOBY iIHOPACTPYKTYPY JJIs1 MOHITOPHHTY, TOJII SIK aHAJTI3 BETUKUX JaHUX JTO3BOJISE
OIIHIOBATH BPA3JIMBOCTI KPUTUYHHUX CJICMCHTIB, HAITPHUKIIA, MiABOJIHNAX KaOeliB, 3 BUKOPHUCTAH-
HsMm mozeneit Ha 6a3i MITRE ATT&CK [10]. I'iopunni anroputvu, Taki sk AE—-CNN-LSTM,
3a0e3mneuyroTs end-to-end BUSBICHHS BTOPTHEHDb Yy KiOep(hi3HUHUX Mepekax CyIACH, 3MCHIIYIOUH
yac pearyBanHs Ha 30—40% mopiBHSAHO 3 TpanuiiitauMu Metonamu [11].

ITpaBoBuii aHami3 BusBIsLe 3Ha4Hi nporaguHu B perymosaHHi. UNCLOS (1982) perymioe
(hi3MUHE MOIIKOIKESHHS 1H(bpaCpr1<Tpr (crartsa 113), ane He OXOIUTIOE KIOEPBTPYUYaHHS, 110 YCKIIa-
HIOE anI/I6y111}0 Ha BUCOKOMY MOpI Ta B EKCKITFO3MBHUX €KOHOMIYHUX 30HaX [4]. MikHapomHa Mop-
cbka opranizanis (IMO) uepes pesomorniro MSC.428(98) ta onoieni guidelines (2021-2025) inTe-
rpyBaia kioeppusuku B ISM Code, asne 1ii 3aX0/11 3aJIUIIAIOTHCS MEPEBAKHO PEKOMCHIAIIHHIMH,
3 HU3bKHM PIBHEM IIPUMYCOBOTO BUKOHaHHS [ 14]. 3Haunmii niporpec crioctepiraethes B CIIA: Final
Rule USCG (edexruBnmii 3 ymnasg 2025) BCTaHOBITIOE 000B’3KOBI BUMOTH, BKITIOUAOUM MIPU3HA-
yenHs1 Cybersecurity Officer, mianu pearyBaHHsS Ha IHITUJICHTH, PETYJISPHI IPUIX Ta 3BITHICTB TIPO
«reportable cyber incidentsy, 6azyrounck Ha Mmoaeni CIRC [6]. IACS unified requirements E26/E27
(onoBneHi 2023, 060B’s13k0Bi 3 2024) BU3HAYAIOTh MiHIMAJIBHI CTaHAAPTH cyber resilience ay1st HOBUX
CYJICH, 3 aKIICHTOM Ha apXiTeKTypy HyJIbOBOI JOBIpH Ta CETMEHTAIlil0 Mepex [9].

Cepen kitouoBux 3arpo3 2025 poxy Buninstorbes Advanced Persistent Threats (APTs), xaxk-
THBI3M Ta BPa3IMBOCTI MOPTOBOI iHPpacTpykTypu. AHani3 112 inuuaentis 3 MCAD (2020-2025)
nokasye, mo APTs cranoBisate 40% atak, 3 Gokycom Ha cTilike nporukHeHHs B OT-cuctemu, Toxi
SIK XaKTHBI3M, 9aCTO TEOMOJITHYHO MOTUBOBaHUM, MPU3BOAUTE 10 DDoS-aTak Ta BUTOKIB JaHIX
[3]. [lepcriekTrBa MOPSIKIB PO3KpHBaEe ciIalKi JTaHKU: HU3bKa 0013HAHICTH eKinmaxiB (yume 30%
MIPOXOMSATH PETYJIsIPHE HABUAHHS) Ta BIJICYTHICTh 1HTErpallii KibepOe3neky B IOBCAKICHHI orepartii
poOJIATH Cy[THAa Bpa3IMBUMH J0 COIiATBHOT iHKeHepii [13].

Jlis mojIoIaHHS 1TUX BHUKIIMKIB MPOMIOHYIOTHCS KOMITJIEKCHI paMkH, 6a3osaHi Ha ISO/IEC
27001 Ta NIST, 3 BupoBamkeHHssM Maritime Security Operation Centers (M-SOCs) miist peaiib-
HOro yacy MouitopuHry [15]. Konmenmisi «xibepmoctoiiHocTi» (cyber-worthiness) po3mmproe
TpaguLiiHy MOpPEXiJHICTh, BUMaralouu 3axXHCTy HaBiramiiHoro oGnagHaHHsS uepe3 ¢aiipsony,
mu(ppyBaHHs Ta HaBUaHHS, 3 iHTerpauieto B ISM Ta ISPS [8]. BaratocTopoHHi iHIIIaTUBU BKIIIO-
yatoTh oHoBIIeHHss UNCLOS mpoTokoyioMm /ijisi BU3HaUEHHS Kibep3arpos3, CTBOPEHHSI TII00AIbHOTO
peecTpy IHUMACHTIB Ta cUCTeMH OOMiHy mAaHuMU [5]. PerioHanbHe criBpoOITHHLTBO, sIK NIS2
Directive B €C un ASEAN-neHTpH KibepOe3neK, TOMOBHIOE IIO0ANBHI 3yCHILIs, ajie OTpedye
kpainoi koopauHaitii [12]. OCHOBHI BUKJIMKH — IMIBUIKHH PO3BUTOK TEXHOJIOTIH, 110 BUIIEPE/IKAE
MIPaBOBI BIJIMOBII, HemocTaTHI iHBecTHIl (Jumre 20% OmwomKeTiB Ha KibepOe3neKy B MOPCHKIiH
rary3i) Ta Opak eMIIIPUYHUX JaHHUX MPO IHIUACHTH [9].

BucnoBok. 3acrocyBanns LI, [oT Ta big data 3HauHO TiABHIIY€e piBEeHb MOPCHKOT OE3NIEKH
yepe3 aBTOMAaTH30BaHE BUSBJICHHS Ta MPOTHO3YBaHHS 3arpo3, ajié BUMarae TEpMiHOBOTO OHOB-
JIeHHS TpaBoBHX paMmok, Takux sk UNCLOS ta IMO, Big pekoMeHaIiii 10 000B’I3KOBUX CTaH-
napTis, sk y Final Rule USCG ta IACS E26/E27. Konnenuii cyber resilience, cyber-worthiness ta
mozeni T-V-I ans oliHKM pU3HKIB, Pa30M 3 IIOOAIBHUM PEECTPOM iHIMIEHTIB Ta OararocTOpoH-
HIMH TIPOTOKOJIAMH, (POPMYIOTH OCHOBY KOMILIEKCHOTO 3aXUCTy. MaiOyTHI HOCIIIPKCHHSI MaIOTh
(dokycyBarucs Ha emiipuaHuX qanux 3 MCAD, iHTerpariii aBTOHOMHHX CHCTEM, PErioHaTbHO-III0-
OasbHIN rapMOHI3allil PeryJIIoBaHHs Ta POJii MOPSKIB y KIOEPCTIHKOCTI, 3 ypaXyBaHHSIM 3POCTaHHS
APTs Ta XakTUBI3MY.
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